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This document describesDear Parents/Carers
This letter is to explain what the  information we collect about you and your child, and what we do with it.  how we use and share this information.The information collected is known as ‘personal data’ or ‘personal information’.
As you are aware the school is Chipstead Valley Primary School and we are a part of the PACE Academy Trust.  For the purpose of data protectionUnder data protection legislation,  the Trust is the body with responsibility for personal information.  This means the Academy Trust is the Data Controller.St Giles School  is the controller of the data.
The postal address of the school is: Chipstead Valley Primary School, Chipstead Valley Road, Coulsdon, Surrey CR5 3BWSt Giles School, Pampisford Road, South Croydon, Surrey, CR2 6DF.
If you would like to contact us about your child or your personal information, please contact our Data Protection Officer, **********  .  You can speak to him/her in school or can send a letter to into school.
How we use Pupil information
The Trust school collects and stores and holds personal information relating to our pupils and may also receive information about them from their previous school, local authority and Department for Education (DfE).  We use this information to:
· Support your child’s learning
· Monitor and report on their progress
· Provide appropriate care and safeguarding for pupils and staff
· Assessing the quality of our service
· Complying with our legal obligationsthe law about sharing personal data
· For safeguarding purposes  
The information we hold may will include names, unique pupil information, addresses and contact details, national curriculum assessment results, attendance information, any exclusion information, where your child moves on to when they leave us and other unique pupil identifiers., and It may also include sensitive personal characteristics such as your ethnic group, language, country of birth, and free school meal eligibility, any special educational needs, and relevant medical information.  We will also keepuse photographs of the children for safeguarding and identification reasons.	Comment by Samantha Pennelli: Do we need a photography policy, can us use these reasons.
The information we hold is data that has either been provided to us by you, or other public bodies (such as a previous school or the local authority), or data which we have gathered (e.g. attendance and attainment records) during the course of your child’s education. The school is obliged to record this information in order to carry out its duties as a public body.
The use of this information is lawful for the following reasons:
· The Academy Trust is under a legal obligation to collect the information or the information is necessary for us to meet the legal requirements imposed upon us such as our duty to safeguard pupils.
· It is necessary for us to hold and use this information for the purposes of our functions in providing schooling and so we can look after our pupils.  This is a function which is in the public interest to provide education to our pupils. 
The Academy Trust will not usually need consent to use this information.  However, if at any time it appears to us that we would like to use the personal data held in a way  means that we would require consent then we will what we want to do and request consentThe School may identify additional uses of your data, which may be of benefit to your child or the school community. Examples may include optional extra-curricular activities, fundraising or promotional activities.  We will always seek your consent before using your data for these reasons. This is most likely to be if we are involved in activities which are not really part of our job as a Trust but we feel would be of benefit to our pupils. If you give consent, you may change your mind at any time.  We process this information under [insert the lawful basis for your processing of school workforce information for general purposes (must include a basis from Article 6, and one from Article 9 where data processed is special category data from the GDPR from 25 May 2018)]	Comment by Samantha Pennelli: Examples

[An example you may wish to consider for data collection purposes (Departmental Censuses) is the Education Act 1996 – this information can be found in the guide documents on the following website https://www.gov.uk/education/data-collection-and-censuses-for-schools
· 

Why We Share pupil Information
We do not share information about our pupils with anyone without consent unless the law and our policies allows require us to do so.

We are legally obliged to share pupils’ data with the Department for Education (DfE) on a statutory basis..  This The DfE use this data sharing underpinsfor school funding and educational attainment policy and monitoring.
For LA Schools 
We are required, by law section 3 of the Education (Information about Individual Pupils) (England) Regulations 2013, to pass certain information about our pupils to our local authority (LA).  The Local Authority means Croydon Council.
For Academies
We are required, by law (under regulation 5 of the Education (Information about Individual Pupils) England Regulations 2013, to pass som information about our pupils to the Department for Education (DfE).  This information may, in turn, then be made available for use by the Local Authority.
The DfE may also share information about pupils that we give to them, with other people or organisations.  This will only take place where the law, including the law about data protection allows it.

To find out more about the data collection requirements placed on us by the Department for Education (for example, via the school census) go to https://www.gov.uk/education/data-collection-and-censuses-for-schools.

The National Pupil Database (NPD)
The NPD is owned and managed by the Department for Education and contains information about pupils in schools in England. It provides invaluable evidence on educational performance to inform independent research, as well as studies commissioned by the Department. It is held in electronic format for statistical purposes. This information is securely collected from a range of sources including schools, local authorities and awarding bodies. 
We are required by law, to provide information about our pupils to the DfE as part of statutory data collections such as the school census and early years’ census. Some of this information is then stored in the NPD. The law that allows this is the Education (Information about Individual Pupils) (England) Regulations 2013.
To find out more about the NPD, go to https://www.gov.uk/government/publications/national-pupil-database-user-guide-and-supporting-information 
The department may share information about our pupils from the NPD with third parties who promote the education or well-being of children in England by:
· conducting research or analysis
· producing statistics
· providing information, advice or guidance
The Department has robust processes in place to ensure the confidentiality of our data is maintained and there are stringent controls in place regarding access and use of the data. Decisions on whether DfE releases data to third parties are subject to a strict approval process and based on a detailed assessment of:
· who is requesting the data
· the purpose for which it is required
· the level and sensitivity of data requested: and 
· the arrangements in place to store and handle the data 
To be granted access to pupil information, organisations must comply with strict terms and conditions covering the confidentiality and handling of the data, security arrangements and retention and use of the data.
For more information about the department’s data sharing process, please visit: https://www.gov.uk/data-protection-how-we-collect-and-share-research-data 
For information about which organisations the department has provided pupil information, (and for which project), please visit the following website: https://www.gov.uk/government/publications/national-pupil-database-requests-received
To contact DfE: https://www.gov.uk/contact-dfe

Personal data will be disclosed as necessary to the following:We may also share data with approved third parties or contractors in order to support your child’s education, health and wellbeing. Examples may include health and SEN support professionals, service suppliers (such as catering, payment processing services and communication tools).

· A childs new school on leaving the school
· Disclosures connected with SEN support eg. Non-LA professionals such a…….
· School Nurse
· School councelling services
· Educational Psychologiests
· CAMHS (Child and Adolescent Mental Health Service)

The information disclosed shared maywill include sensitive personal information about you.  Usually this means such as information about your child’s health, and any special educational needs, or disabilities which you have.  We do this in orderThis information is used to provide the correct services to support your child and is shared on a strictly need to know basis..

Our disclosure of personal data is lawful for the following reasons:
· The Academy Trust is under a legal obligation to disclose the information or disclosing the information is necessary for us to meet legal requirements imposed upon us such as our duty to look after our pupils and protect them.
· It is necessary for us to disclose informations for the purposes of our functions in providing education.  This is a function of public interest.
· We have a legitimate interest in disclosing your information because it is necessary tin order to provide our pupils with education and pastoral care and connected purposes outlined above.
· The Trust will not usually require consent to disclose your information.  However, if at any time it appears to us that we would need consent then this will be sought before a disclosure is made.

The Trust does not normally transfer your information to a different country which is outside the European Economic Area.  This would only happen if one of your parents lives abroard or if you move to a new school abroad.  If this happens the Trust will be very careful to make sure it is safe to transfer your information and inform you whether or not it is felt that it is safe and why the Trust has decided that.

How long do we keep information?

[bookmark: _GoBack]Information is only kept We keep information for as long as the law requires.  Most of the information we hold will be in a pupil file (paper and electronic).  These are normally kep or until it is no longer requiredt until your child’s 25th birthday.  The TrustThe school has a document retention policy whichfollows the schools follows the Information and Records Management Society Retention Guidelines for Schools policy  that explains in detail how long information is kept forwe keep information. , you can find Please ask for a copy from the school office. it on our school website or ask for a copy in the school office.

Requesting access to your personal data
Under data protection legislation, parents and pupils have the right to request access to information about them that we holdthat we hold about them. To make a request for your personal information, or be given access to your child’s educational record, contact Requests for access to your personal information must be submitted in writing. You may write a letter to OpenAir Systems Limited (the schools Data Protection Officer), 1 Holmbury Grove, Featherbed Lane, Croydon, Surrey, CR0 9AN or submit an email a request to info@openairsystems.co.uk

Further information is available in our GDPR policy, copies of which are available upon request or downloaded from the school website. If you would like to speak to us about the personal information we hold on you, or your child, please contact Lisa Negus, School Business Manager.


You also have the right to:
· object to processing of personal data that is likely to cause, or is causing, damage or distress
· prevent processing for the purpose of direct marketing
· object to decisions being taken by automated means
· in certain circumstances, have inaccurate personal data rectified, blocked, erased or destroyed; and

There is more information in our Data Protection Policy or you can ask at the school office.  The policy can also be found on our school website.
If you have a concern about the way we are collect oring or useing your personal data, we request that you raise your concern we invite you to raise the matter with us in the first instance. Alternatively, you can contact the Information Commissioner’s Office:
 Online at: at https://ico.org.uk/concerns/ 
 By post:

or contact at: 

Information Commissioner’s Office, e
Wycliffe House, 
Water Lane, 
Wilmslow, 
Cheshire, 
SK9 5AF.
By 
tTelephone: 0303 123 113 or 01625 545 745 
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